В данном документе необходимо отразить информацию по случаям использования приложения.

**Порядок использования мобильного приложения «Подпись для бизнеса»**

1. Общие положения

1. Настоящий Порядок использования мобильного приложения «Подпись для бизнеса» (далее – Мобильное приложение) (далее – Порядок) разработан в соответствии   
с положениями Федерального закона от 06.04.2011 № 63-ФЗ «Об электронной подписи»   
и определяет действия по использованию мобильного приложения в следующих случаях:

1) для регистрации учетной записи в Удостоверяющем центре ФНС России;

2) для выпуска квалифицированного сертификата ключа проверки электронной подписи;

3) для управления действиями, производимыми с сертификатом (загрузка, перевыпуск, прекращение действия);

4) для подписания документов в электронном виде;

5) для проверки электронной подписи документов.

2. Мобильное приложение представляет собой программное обеспечение федерального органа исполнительной власти, уполномоченного по контролю и надзору в области налогов и сборов, применяемое физическими и юридическими лицами, с использованием компьютерного устройства (мобильного телефона, смартфона или компьютера, включая планшетный компьютер), подключенного к информационно-телекоммуникационной сети «Интернет».

3. Ведение Мобильного приложения, а также обеспечение доступа к нему осуществляется Федеральной налоговой службой.

4. Мобильное приложение доступно бесплатно для установки на мобильный телефон, смартфон, планшетный компьютер в магазине приложений Google Play, RuStore и Apple Store для пользователей операционных систем Android и iOS соответственно.

1. Использование Мобильного приложения для регистрации учетной записи   
   в Удостоверяющем центре ФНС России

5. Последовательность действий:

1) открыть Мобильное приложение;

2) выбрать способ регистрации;

3) выбрать настройки уведомлений;

4) сохранить FaceID или отпечаток пальца для дальнейшего использования;

5) ввести пароль на профиль;

6) в зависимости от выбранного варианта регистрации может потребоваться личное посещение места выдачи Удостоверяющего центра ФНС России, либо пройти идентификацию с использованием сведений из государственных информационных систем «Единая система идентификации и аутентификации» и «Единая биометрическая система» или действующего квалифицированного сертификата ключа проверки электронной подписи, ранее полученного в Удостоверяющем центре ФНС России и ключи электронной подписи которого записаны на носителе ключевой информации, оснащенный модулем NFC.

1. Использование Мобильного приложения для выпуска квалифицированного сертификата ключа проверки электронной подписи

6. Для выпуска квалифицированного сертификата ключа проверки электронной подписи необходимо:

1) открыть раздел «Профили»;

2) нажать в блоке «Сертификаты» на строку со статусом «Запрос»;

3) выбрать ключевой носитель;

4) нажать на кнопку «Подписать» – ввести случайный ключ посредством нажатия   
на разные области экрана;

5) после того, как сертификат будет подтвержден – нажать «Установить сертификат».

7. Выпуск с использованием альтернативных способов:

1. «Загрузить файл с запросом»:
2. нажать в блоке «Сертификаты» на вариант «Загрузить файл с запросом»;
3. выбрать запрос из локального хранилища мобильного устройства;
4. после завершения операции будет получена публичная часть сертификата;
5. «Привязать с NFC-токена»:
6. нажать в блоке «Сертификаты» на вариант «Привязать с NFC-токена»;
7. приложить NFC-токен для сканирования;
8. выбрать сертификат для добавления в Профиль;
9. после завершения операции сертификат будет привязан к текущему Профилю.
10. Использование Мобильного приложения для управления действиями, производимыми с квалифицированным сертификатом ключа проверки электронной подписи (загрузка, перевыпуск, отзыв)

8. Последовательность действий:

1) открыть раздел «Профили»;

2) перейти в любой доступный сертификат;

3) нажать внизу кнопку «Скачать» для загрузки;

4) нажать на контекстное меню справа вверху и выбрать «Переименовать сертификат» для изменения имени отображения;

5) нажать на контекстное меню справа вверху и выбрать «Перевыпустить сертификат» для выпуска нового сертификата с продленным сроком действия;

6) нажать на контекстное меню справа вверху и выбрать «Прекратить действие»   
для совершения операции прекращения срока действия действующего сертификата.

1. Использование Мобильного приложения для постановки квалифицированной электронной подписи на документы

9. Последовательность действий:

1) открыть раздел «Документы»;

2) нажать на кнопку «Загрузить»;

3) выбрать файл с мобильного устройства;

4) ознакомиться с содержимым файла;

5) выбрать сертификат для подписи;

6) нажать «Подписать».